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Abstract—In this interactive demonstration we show the basics
of Stochastic Computing (SC) using a remote reconfigurable
logic laboratory. A very simple web based approach is used
to enable a remote access to a development board hosting a
FPGA (Field Programmable Gate Array). The board switches
and keys are virtualised with an online web form, and a webcam
is used to provide feedback to the user. Recently, SC has
been revisited and evaluated as a possible way of performing
approximate probabilistic computations for artificial perception
systems. Therefore, we provide the basic stochastic computing
modules, so that any user can use them to build a stochastic
computing circuit and go beyond software simulations, providing
a remote hardware device to test real circuits at high clock speeds.

Index Terms—stochastic computing, remote lab, reconfigurable
logic.

I. INTRODUCTION

Stochastic Computing (SC), has been proposed by [1],
[2] as an alternative number representation scheme, which
provides higher tolerance to errors and more compact op-
erators than conventional representation schemes, e.g. fixed-
point and floating point binary representations. Essentially,
stochastic, or telegraphic, signals are defined as generated by a
memoryless continuous-time stochastic process producing two
distinct values. A stochastic stream, according to [1], [2], is
defined as a sequence of stochastic signals over time, where its
value is defined as the number of ones over the total number
of bits. Figure 1 shows a stochastic computing circuit realizing
the arithmetic function z = X1X2X4 + X3(1 — X4).
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Fig. 1. Example of a stochastic computing circuit [3].

This demo showcases the implementation of the basic
principles of Stochastic Computing on a remote hardware
device, and how a user can build and test stochastic circuits.

II. REMOTE LAB FOR STOCHASTIC COMPUTING

The remote lab connects an ALTERA DE2 FPGA board
over the Internet, allowing it to be used as if the user is in
loco, programming, testing and looking at it [4]. Figure 1
illustrates the basic concept of this remote lab. A web server
that is accessible through the Internet is connected via USB
to the FPGA JTAG port on the board, and a webcam for
visual feedback connects to the server, conveying real-time
results on the 16x2 LCD and the 7-segments displays
[4]. The board switches and keys are virtualized with a
webpage interface, with PHP dynamic functionalities that
enabled the control of the remote hardware via the JTAG port.

Fig. 2. Concept of the reconfigurable logic remote laboratory board [4].

The main limitations of SC is that a linear increase in the
precision of stochastic computations requires an exponential
increase in the bit-stream length, sensitivity to temporal cor-
relations, and limited dynamic range of the representation.
Working with very long bit-streams can be time consuming
when performing simulations, and dedicated hardware is a
clear advantage. Therefore, this platform enables the designers
to go beyond software simulations, providing a real hardware
device for testing of real and high speed stochastic circuits.

III. DEMO OF STOCHASTIC CIRCUITS ON REMOTE BOARD

The user steps to use this online platform for SC are:

1) Access the online remote lab (http://Isd.deec.uc.pt)
2) Register

3) Download the provided stochastic modules

4) Build stochastic circuit
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Fig. 3. Binary to stochastic converter module.

5) Test the stochastic circuit following the instructions
given in [4]

A. Build and Test Circuit

To build a stochastic circuit, the users need to first download
the stochastic modules. The provided modules for SC are:
1) Binary to Stochastic Converter (figure 3)
¢ Random Number Generators (RNG)
— Linear Feedback Shift Register
— Ring Oscillators based RNG
« Comparator
2) Stochastic to Binary Converter (figure 4)
3) Stochastic Multiplier and Stochastic Adder (figure 5)

The stochastic bit-stream generator (figure 3) is composed
by a RNG and a Comparator. For the RNG two modules
are provided: A Linear Feedback Shift Register (LFSR), and
a hardware Random Number Generator. The LFSR has the
advantage of its circuit simplicity, reproducibility and speed,
but requires a seed. As alternative, we provide a high speed
on-chip solution for generating random numbers using a
RNG based on jitter sampling on ring oscillators requiring
no seed [5]. The user can use it to replace the LFSRs or it
can also be used to seed the LFSRs.

To build circuits capable of performing arithmetic operations
on stochastic bit-streams, a Stochastic to Binary Converter
(an up counter enabled by the input pin cnt_en to count the
number of ones in the stochastic bit-stream) (figure 4), a
Stochastic Multiplier (using an AND gate), and a Stochastic
Adder (using a Multiplexer) can also be downloaded. An
example of such a stochastic computing circuit, realizing the
arithmetic function z = X3(X1X2 4+ X4 4 1) is presented
in figure 5.

To test a circuit using the remote hardware, the user should
first follow the instructions given in [4].

IV. SUMMARY

The demo will show the basics of Stochastic Computing
using a remote laboratory. The remote laboratory provides a

reconfigurable logic device (an Altera DE2 board hosting a
Cyclone IV FPGA) to test real circuits. Besides the hardware
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Fig. 4. Stochastic to binary conversion circuit module.
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Fig. 5. Stochastic computing circuit built with the provided modules.

device, the demo also provides basic modules for Stochastic
Computing and depending on user’s interests and needs,
complex stochastic computing circuits can be tested.
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